
science.org  SCIENCE2    00 MONTH 2023 • VOL XXX ISSUE XXXX

By Richard Lester1, Lily Tsai2, Suzanne 
Berger2, Peter Fisher3, M. Taylor Fravel2, David 
Goldston4, Yasheng Huang5, Daniela Rus6

T
he intensifying geopolitical rivalry 
between the United States and China 
is clouding the outlook for cross-
border academic exchange and col-
laboration in science and technology. 
Technological competition is a prin-

cipal focus of this rivalry, and pressures are 
building in both countries to erect higher 
barriers to academic research collabora-
tions and to restrict the flow of students 
and scholars between the two countries. A 
major challenge for US universities is how 
to manage these pressures while preserving 
open scientific research, open intellectual 
exchange, and the free flow of ideas and 
people. New federal regulations designed 
to strengthen research security on US uni-
versity campuses are now being introduced. 
Yet federal policies, no matter how well 
crafted, cannot be a substitute for actions 
by universities themselves. We share an 
approach developed at the Massachusetts 
Institute of Technology (MIT) to make clear 
the lines that should not be crossed and the 
principles that should govern academic re-
lations with China. 

US research universities have long ben-
efited from their ability to attract some of 
the world’s most talented students, schol-
ars, and innovators, many of them from 
China. Now, as government officials con-
front the immediate challenges posed by 
the Chinese leadership’s coercive actions at 
home and around the world, US research 
universities must prepare for an extended 
period of adversarial relations and poten-
tial conflict between the United States and 
China. Can the values that underpin the ex-

cellence of US research universities survive 
the struggle with China? What are the na-
tion’s goals for these universities? And what 
role should the universities themselves play 
in shaping the course of academic relations 
with China?

Similar questions confront governments 
and universities elsewhere. Amid concerns 
about the risks to national security and aca-
demic freedom, UK universities have been 
warned about their “strategic dependency” 
on Chinese partnerships (1). The European 
Commission has recently published a “tool-
kit” to help universities mitigate foreign 
influence in research and innovation (2). 
In Japan, the government has introduced 
new rules that require security reviews be-
fore universities can accept foreign students 
and researchers (3). The G7 governments 
recently declared their intention to work to-
gether to enhance research security without 
undermining academic freedom and open 
science (4). 

Yet governments should not lose sight of 
longer-term domestic and global interests 
in research and innovation. For example, 
senior Biden administration officials have 
recently underscored the importance of at-
tracting talented Chinese students to the 
United States (5). In 2019, 41% of all science, 
technology, engineering, and mathemat-
ics (STEM) PhDs graduating from US uni-
versities were temporary visa holders, with 
China accounting for more of these gradu-
ates than the next nine foreign countries 
combined (6). Most Chinese PhD gradu-
ates stay in the United States, helping to 
advance US research and innovation (7). 
But rising United States–China tensions as 
well as US border control enforcement and 
well-publicized investigations into alleged 
campus intellectual property theft may be 
affecting Chinese graduate student applica-
tions and enrollment in STEM programs at 
US schools. Although the overall impact of 
these factors is unclear, some United States–
based faculty report that top-rated STEM 
students at Chinese universities, who in pre-
vious years would have applied to graduate 
departments at leading American universi-

ties, are instead choosing to stay in China. 
United States–China tensions are also 

affecting cross-national collaborations be-
tween US and Chinese researchers—in re-
cent years by far the most important axis of 
international collaboration for US research-
ers when measured by jointly authored pub-
lications (8). Going forward, US researchers 
will presumably have even more to gain 
from such collaborations as China’s invest-
ment in science and technology continues 
to grow rapidly (9). But some US faculty 
who have previously collaborated with col-
leagues in China report that they are now 
holding back from joint research. 

Faculty and student concerns over rising 
bilateral tensions have been aggravated by 
a series of arrests and failed prosecutions 
of Chinese-origin university researchers 
accused of enabling scientific espionage. 
These actions have prompted accusations 
that the US government is criminalizing 
normal scientific and academic exchange 
and engaging in racial stereotyping (10). 
Perceptions of bias and discrimination have 
helped convince many outstanding young 
Chinese scientists at US universities to pur-
sue their careers in other countries (11).

The strained relations between the US 
government and the US academic commu-
nity add to the importance of self-initiated 
efforts by universities, reflective of their in-
stitutional values. Some China-related chal-
lenges are in any case better addressed by 
the academic community itself, and univer-
sity actions—such as upgrading campus re-
search security, identifying clearly the kinds 
of interactions with China that should be 
out of bounds, and establishing processes 
for deciding on difficult cases—can also 
build confidence among policy-makers and 
may help to avoid federal government over-
reach in policies and regulations. 

To be clear, there is an urgent need for an 
integrated government policy framework 
for academic relations with China that ad-
dresses immigration, research security, 
and research collaboration. But universi-
ties should develop their own policies, pro-
cesses, and risk management frameworks, 
informed by their deeper knowledge of 
educational and research practices and in-
stitutional values and shaped by their role 
as guarantors of the intellectual autonomy 
of their faculty. 

Even as the economic and military ri-
valry between the United States and China 
continues to build, US research universi-
ties and the nation more broadly can ben-
efit from academic exchange with China. 
Ending academic relations would weaken 
the foundations of US science, technology, 
and innovation and would harm US eco-
nomic development and national security.
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LINES THAT WILL NOT BE CROSSED
In 2021, the authors of this article were 
asked by MIT President Rafael Reif to 
chart a path for MIT’s future relations with 
China. The resulting approach (12), now be-
ing implemented, was designed to help MIT 
advance knowledge and the needs of the 
United States and the world—without dam-
aging US interests in national security or 
the economy, without endangering human 
rights, and in ways consistent with the core 
values of our institution. 

In developing this approach, our group 
consulted extensively with experts in aca-
demia and government both in the United 
States and internationally, as well as with 
many members of the MIT community. We 
assumed that the complex and challenging 
international security environment will per-
sist and that relations between the 
United States and China may dete-
riorate further. We recognized that, 
although continued academic rela-
tions with China will bring benefits, 
engagement brings its own risks, 
and that new approaches to manag-
ing these risks are needed. 

We take seriously the concern 
that the Chinese government—and 
some other foreign governments—
are targeting US university research 
and technology to gain advantage, 
mostly through legal means but 
sometimes illegally or improp-
erly. We also take seriously the ob-
stacles to academic collaborations 
presented by Chinese government 
policies that restrict academic au-
tonomy on Chinese university cam-
puses, increase the risk of seizure 
of intellectual property deemed 
to be in China’s national inter-
est, and attempt to exert influence 
over Chinese students and scholars 
in the West. We recognize too that 
when researchers at US universities col-
laborate with individuals or institutions in 
countries with authoritarian or autocratic 
governments, the good intentions of their 
direct collaborators are not enough to as-
sure good outcomes.

Our new strategy is the latest stage in 
the ongoing development of policies for 
China at MIT that began several years ago. 
An important milestone occurred in 2019, 
when a process was introduced for case-by-
case reviews of all proposed China-related 
research, educational, and other formal 
engagements, as well as engagements with 
certain other countries, from the perspec-
tive of risks to national security, civil and 
human rights, and economic competitive-
ness (13). In some cases, government regu-
lations prescribe how these risks should be 

managed. For example, federal regulations 
require principal investigators (PIs) sup-
ported by US government funding agencies 
to demonstrate that their work for the gov-
ernment is adequately protected against 
theft and to disclose international collabo-
rations that are related to that work. But 
regulatory compliance is often not enough 
to determine whether the proposed activi-
ties should be undertaken at all.  MIT’s el-
evated risk review process provides guid-
ance on proposed activities that would not 
violate federal rules but nevertheless re-
quire careful assessment of risks and bene-
fits to determine whether they should pro-
ceed. An important aspect of the process 
is to consider the risks of not undertaking 
proposed engagements as well as the risks 
of doing so. 

The reviews involve faculty and admin-
istrative committees, and the process is 
coordinated by the Office of the Provost 
(the Associate Provost for International 
Activities). The toughest cases are referred 
to a small group of senior administrators, 
and decisions are necessarily based on judg-
ment rather than precedent or standard 
rules. For research collaborations, decisions 
are made with the active participation of the 
PIs, who typically have the best understand-
ing of the benefits of the proposed collabo-
ration for research as well as the technical 
capabilities of their partners. A key role of 
the PIs is to describe the benefits that all the 
participants in the proposed collaboration 
might expect to realize, as well as potential 
benefits to the nation and the world. 

But PIs are generally not as well in-

formed about national security and human 
rights risks. Information is also needed to 
understand the context in which the po-
tential Chinese collaborators are operating, 
including the ways in which organizations 
and individuals in China are connected to 
the Chinese government or the Chinese 
Communist Party and the obligations they 
have to them. Again, PIs usually do not 
have this information and do not know 
where to get it. The process relies on inputs 
from country and regional experts at MIT 
and elsewhere; from MIT’s Washington, 
DC, office; and occasionally from ad hoc 
faculty committees that may be convened 
for advice on difficult cases. As a result of 
this process, some proposed engagements 
have been rejected, many have been ap-
proved, and for others, specific conditions 

have been applied or modifications 
required—in some cases, to ensure 
reciprocity. 

The new strategy goes beyond 
these ex ante risk assessments and 
covers all aspects of MIT’s interac-
tions with China, including research 
security on campus, informal col-
laborations, the appointment of 
postdoctorates and visiting scien-
tists, and executive and professional 
education. It provides practical 
guidance to the MIT community 
on these and other issues within a 
framework defined by the core mis-
sion, goals, and values of MIT. The 
principal goals include ensuring 
that all members of the MIT com-
munity, including those of Chinese 
origin, can thrive and do their best 
work without fear of external in-
fluence, bias, or discrimination; 
enabling our faculty, staff, and stu-
dents to work with leading Chinese 
researchers and institutions on 
problems that are important to both 

countries and to the world; and educating 
our students about Chinese science, tech-
nology, innovation, business, history, cul-
ture, politics, and economics—knowledge 
whose benefits to our students, and more 
broadly to the United States, will only grow. 

The new strategy also describes lines 
that should not be crossed in MIT’s engage-
ments with China (see the box). Other guid-
ance for the MIT community covers tech-
nology licensing, data protection, and travel 
to China. Regarding upgrades to campus 
research security, although PIs are gener-
ally responsible for ensuring that all mem-
bers of their research groups understand 
the norms and expectations concerning the 
sharing of information outside the group, 
the university should provide training and 
other guidance to help PIs with these tasks.

Lines that will not be crossed
The Institute and its faculty are called:

• Not to train students and researchers who are known 
to be employed by Chinese military and security 
institutions or who are graduates of China’s civilian 
national defense universities

• Not to enter into research collaborations with 
China’s civilian national defense universities, military 
research institutes, or national defense key laborato-
ries at civilian universities

• Not to enter into relationships with Chinese corpo-
rate or other entities that are known to provide sys-
tems, products, or services with military applications 
to the Chinese armed forces, or for which there is 
credible evidence that their activities are contribut-
ing to the suppression of human rights in China

• Not to participate in Chinese talent recruitment 
programs that are designed to transfer US technol-
ogy to China
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MAPPING SPACES FOR COLLABORATION
Many academic leaders in the United States 
and Europe have expressed interest in our 
report, and some are developing and imple-
menting approaches of their own. A challenge 
for all of them, even those with extensive in-
house specialist knowledge, is how to acquire 
the information needed for risk assessments, 
especially concerning China’s policies, regu-
lations, and practices in research, education, 
and innovation. There are opportunities 
for universities to work together to develop 
shared information resources. They may also 
soon be able to consult a new unclassified 
information service under development by 
the National Science Foundation that covers 
foreign research partners and projects that 
could pose security risks  (14).

By helping to map out spaces for pro-
ductive exchange and collaboration, these 
measures by universities will assist their 
own faculty, who otherwise will be less and 
less inclined to pursue connections with 
China. Each institution needs to develop 
an approach adapted to its own culture 
and internal processes. But there is value 
in cooperation, and MIT is working closely 
with university associations such as the 
Association of American Universities and 
the Association of Public and Land-grant 
Universities on this issue. 

Although motivated by the particular 
context of China, many of these issues and 
approaches are also important for systemat-
ically managing collaborations that involve 
a broader range of countries in what is an 
increasingly complex and dynamic interna-
tional environment. Again, the likely ben-
efits must be clearly identified and the risks 
managed effectively, and for most universi-
ties, this will entail the development of new 
risk management capabilities. 

Alongside this risk management agenda, 
US research universities must also advo-
cate effectively to preserve two key factors 
that have contributed to their global lead-
ership but are now themselves at risk as 
United States–China tensions mount. First 
is the ability to continue admitting the best 
and most promising students in all disci-
plines from around the world. When these 
people come to the United States to study 
and work, it strengthens US research and 
education immeasurably; investing in these 
students builds trust, friendships, and con-
fidence in US research and innovation that 
can last a lifetime. Ensuring the greatest 
possible access for individuals of great abil-
ity, regardless of nationality, is the strategy 
that will allow US universities to produce 
the highest benefits for the United States 
and for people everywhere. 

Second, the system of open scientific 
research that is the foundation of knowl-

edge, education, and innovation in US re-
search universities must be sustained and 
strengthened. Restricting scientific dis-
course stymies scientific progress by pre-
venting researchers from building on and 
challenging each others’ work. Erecting 
barriers around specific areas of academic 
research will deny the United States, as well 
as others, the benefits that result from sci-
entific progress. Although special precau-
tions may be needed in some new areas of 
research because of national security con-
cerns, the United States has more to lose 
than to gain if sweeping restrictions on the 
conduct and publication of academic re-
search are implemented. 

To that end, we urge federal agencies to 
avoid blurring the distinction between open 
and unrestricted research. For example, 
they should exercise caution in expanding 
the reach of the Controlled Unclassified 
Information program (15), which estab-
lishes an intermediate category of govern-
ment-owned information that is unclassi-
fied but subject to extra safeguards.  Federal 
agencies should also give up the growing 
practice of requiring universities to apply 

nationality or national origin criteria to de-
termine who should be permitted to work 
on their research projects. The government 
can and should vet which individuals are 
admitted to the United States, but once ad-
mitted, they should be able to participate in 
any unclassified research project, except if 
participation would violate export controls 
(which restrict the transfer of certain sen-
sitive technological information to foreign 
persons in the United States). Preventing 
certain members of university communities 
from working in specific research fields or 
from studying particular academic subjects 
because of their nationality is deeply prob-
lematic and corrosive.

In the current geopolitical environment, 
there is a risk of self-inflicted damage to the 
principles of openness, tolerance, and non-
discrimination that differentiate the United 
States from its rival. In this difficult envi-
ronment, US universities have an important 
role in articulating and defending the val-
ues that have enabled them to flourish, in 
welcoming excellent Chinese students and 
scholars to their campuses, and in enabling 
their faculty and students to work safely 

with Chinese peers on shared intellectual 
challenges. Even if the overall trend in rela-
tions between the two countries is toward 
less rather than more engagement, there 
are important areas of research and educa-
tion in which the academic community, the 
nation, and the world would be better off 
with more rather than less United States–
China scientific collaboration. 

US research universities should now work 
to establish a comprehensive, ongoing dialog 
with the federal government on the China is-
sue. Universities should be proactive in ad-
dressing new problems as they arise, while 
vigorously advocating for themselves as insti-
tutions with values to uphold and with value 
to provide to the nation and the world. j
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